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Abstract 

CA SYSVIEW is a mainframe system and performance 

monitor.  This session will cover what is new with release 

13.5, such as a new SYSVIEW for DB2 component, more 

offloading to zIIP engines, installation improvements, and 

more granular control over metric data collection and 

exception processing.  The speaker will also introduce 

enhancements to the integrations between CA SYSVIEW 

and CA APM, CA OPS/MVS, CA MAT, and CA Insight for 

DB2.  Finally, the speaker will share some best practices 

learned from experience with customers. 
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Agenda 

• CA SYSVIEW Overview 

• CA SYSVIEW r13.5 Updates 

• Integration with other solutions 

• Recommendations and other goodies  
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CA SYSVIEW Overview  
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 Multiple optional 

interface options to meet 

your needs 

Traditional 3270 “green 

screen” VTAM, ISPF, TSO,  

CICS or CA Roscoe. 

 Graphical Management     

Interface (GMI) 

Windows client 

Browser based 

CA SYSVIEW is a real-time and historical mainframe system monitor. 



CA SYSVIEW key features 
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Real-time and historical mainframe system monitor 

Centralized threshold based alerting and data 
capture 

Drill-down problem determination 

Multiple interface options 

Screen customization 

Dashboards 

Cross system monitoring and 
  management 



GMI interface 

6 



CA SYSVIEW r13.5 Updates 

 Installation, Configuration, and Maintenance 

More zIIP Exploitation 

Threshold and Alert Updates  

Security  

 (Where to find more) 
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Installation, Configuration, and 
Maintenance 

• New PARMLIB member replaces GEN assembly/link 
process.  (GSVXssid, default GSVXGSVX) 

• Dynamic install process is now standard 

• SYSVIEW LOAD library now must be a PDS/E 

• WARNING: Must currently copy modules that need to be in 
LPA to a PDS or use dynamic LPA services! 

• Next Generation Mainframe Management:  

• Part of the CA Mainframe Stack 

• Supports downloading, installation, deployment, and 
configuration with CA Mainframe Software Manager 

• CA RS, HOLDDATA, FIXCAT, etc.  

• (See SHARE session 11846 for more info) 
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New SYSVIEW PARMLIB member 
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 More zIIP Exploitation 

• Release 13.5 adds zIIP enablement of tasks in the SYSVUSER 
address space (CA SYSVIEW User Address Space) 

• Completes the zIIP effort; all CA SYSVIEW processes (that make 
sense) are now eligible to run on a zIIP specialty engine. 

• Activation: Requires zIIP enablement services in CA Common 
Services 

• CCS for z/OS r11SP8 - FMID CS91000+PTF RO27636 (EOS soon!) 

• CCS for z/OS r12 - FMID CAS9C00+PTF RO27110 

• CCS for z/OS r14 (and higher) – (included in base) 

• Monitoring: 

• ASADMIN screen shows all TCB’s and is the cornerstone of knowing 
how well SYSVIEW is taking advantage of ZIIP processors. 

• The SYSVIEW zIIP Dashboard comes out of the box and shows all 
relevant ZIIP performance information. 
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CA SYSVIEW Exploits zIIP specialty engines! 



zIIP example – ASADMIN screen 
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zIIP example – ZIIP SYSVIEW Dashboard 
 

12 



more zIIP – SMFRPT  
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Threshold and Alerts – Exception 
Priority 

• Exception definitions have been enhanced to include a new 

attribute: 

  Exception Priority 

 

• A Priority from 0-999 can be assigned to a threshold or state 

definition. 

• The  priority can be used on the various ALERT screens to 

sort exceptions within a like status, such as PROBLEM. 

User’s can use priority to easily see which problem is more 

important. 

• The value of Priority has no internal programmatic use. It’s 

there for the user to assign values and sort on it. 

 
 

 

•   
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Threshold and Alerts – Time of day & 
day of week 

• Exception definitions have been enhanced to include new attributes: 

  Start Time 

  End Time 

  Day of the Week 

 

• The “Time” attributes allows for the ability to create multiple exception 

definitions whose time range can vary during the day.  For example,  rules 

for metrics can vary based on whether the stock market is open or closed, 

in the financial services industry. 

 

• The “day of week” attribute allows you to make exception processing active 

only on certain days of the week.  If a threshold or state  definition is set up 

for Saturday and Sunday only, then the definition will be inactive during 

weekdays. 
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Threshold and alerts – 
Acknowledgement 

• Exception definitions have been enhanced to include a new 
attribute: 
 Acknowledgement 

• When a threshold or state is breached, a SYSVIEW user can now 
acknowledge the alert.  Other SYSVIEW users can now see that an 
alert is being worked on. 

• The METRIC command is used to set attributes of a current alert.  
The alert can be globally acknowledged or the acknowledgement 
can be cleared. 

• The alert will stay acknowledged until the acknowledgement is 
cleared or the alert is triggered again. 

• The following line commands are used on the various ALERT 
screens to invoke the METRIC command to acknowledge or clear 
an acknowledged alert: 

  ACK 

  CLR 
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Threshold and Alerts – THRESH MVS 
definitions 
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Threshold and Alerts – THRESH MVS 
definitions 
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Threshold and Alerts:  ALERTS MVS 
exception alerts 
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Security  Improvements 

• Passphrase support for logons 

• External Security Enhancements 

• SAF exits SAFSECX and JSPLSECX are no longer supported.  Instead, all SAF 

calls are made available internally to the SYSVIEW product. Three reasons for 

this change: 

1.   User code can’t be called if ZIIP enabled. 

2.   Customers no longer have to assemble and link user modules. 

3.   Security parameters are moved out of Gen module into security section. 

• SAF entity checking is now enabled in the External Security Section  of the user's 

internal security group, or in the GLOBAL group.   

• Customers now have the ability to run external security for a specific user 

security group, where before it was all or nothing. 

• Pre SAF exit still available which also passes Entity & class name along with 

access intent.  The exit can modify entity and class name.  
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Other CA SYSVIEW r13.5 Updates 

• User abend codes consolidated to U2999-
rsn (2999 default) 

• WTO changes (MLWTO if more than 126 
chars) 

• VSCR (more stuff above 2G bar) 

• Support for logon security password phrases 

• New data collection event for IMS buffer 
pools 

• New IMS transaction history records for 
Non-Recoverable and Synchronous OTMA 
transactions 

• New IMS data collections threshold metrics 

• New TCP/IP commands for Enterprise 
Extender 

• Checksum offload and Segmentation offload 
support for IPv4 and IPv6 added to 
IPCONFIG 

• DVIPA data added to IPCONFIG 

• IPSTATS command add information on AIQ 
and TCP send stalls 

• New MQ channel authentications display 

• Support for 8-character job classes 

• New JCGROUPS and JTRANQUE 
commands 

• JES3 support added to many commands 

• New commands for CICS connections and 
CICS profiles 

• Support for deletion of a CICS dump on 
CDUMPMGT command 

• Finer control over transaction logging on the 
CTRANOPT command 

• Support for CICS perfromance data metrics 
on CWAITS, the SYSVIEW CICS 
degradation analysis command 

• New DATACOM commands for MUF sysout, 
locks and buffer pool contents 

• (See TOPICS command for complete list) 
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Where to find more information about CA 
SYSVIEW r13.5 updates 

• The TOPICS command in CA SYSVIEW! 

• Select the top item - ‘What’s new in release 13.5?’ 
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Integration with other solutions 

• CA Insight for DB2  

• CA SYSVIEW DB2 component (New in 13.5) 

• CA APM and CA Cross-Enterprise APM 

• IMS tracing from MQ trigger and bridge driven transactions 

(New in 13.5) 

• CA Mainframe Application Tuner 

• CA OPS/MVS 
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CA SYSVIEW DB2 component 
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    A new DB2 component  has been added to allow for SYSVIEW users to 

monitor DB2 subsystems.  This new feature is provided by integration with 

CA Insight for DB2. 

 

• CA Insight for DB2 must be licensed and installed. 

• XNET provides bridge between Insight and SYSVIEW 

• XNET must be installed and configured (IP) 

• XNET serves up the data and SYSVIEW displays it 

• New SYSVIEW DB2 menu and eleven new DB2 commands. 

• DB2LIST command has been enhanced: 

• Displays all DB2 subsystems that the agent Insight is 

monitoring 

• New data fields including connection status. 

• New line commands, including commands to START and 

STOP DB2 subsystems. 



DB2 SYSVIEW - New DB2 Commands 
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CA Cross-Enterprise APM: root-cause analysis 
deep-dive inspection; see inside the application across platforms 
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CA SYSVIEW and CA APM Integration – 
CA Cross-Enterprise APM 

• Real-time performance 

metrics from SYSVIEW 

made available in CA APM 

• Utilizes the existing 

SYSVIEW installation you 

have on each LPAR 

• Provides metrics for z/OS, 

CICS, IMS, MQ, Datacom, 

DB21 and enhanced 

Network2 Metrics 

• Out of the Box system 

metric dashboards 

provided 
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1 Real-time DB2 metrics require CA Insight for DB2 data collectors 

2 Enhanced Network metrics require CA NetMaster data collectors 



CA Cross-Enterprise APM 
Customized Application Dashboards 
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CA Cross-Enterprise APM 

• Real user 

transaction tracing 

across all platforms 

including the 

mainframe 

• Cross-Process 

Tracing 

• MQ, CTG, Web 

Services into CICS 

• MQ into IMS 
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Integration with CA Mainframe 
Application Tuner 

• CA SYSVIEW provides a line command to launch a 

measurement/sampling request on the following command 

displays: 

• ACTIVITY 

• CTASKS 

• IMSREGNS 
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Integration with CA OPS/MVS 
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‘Notify OPS/MVS’ 

drives OPS Generic 

Event API.  

Eliminates parsing 

and provides for 

more reliable and 

maintainable alert 

automation. 



Recommendations and other goodies 

• Set (and maintain) Thresholds 

• Run with the biggest terminal possible 

• Try Dashboards! 

• Review SMF record processing 

• Check to see if you are writing data to both LOGSTREAM 

and SYS1.MANx (do you really need both?) 
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Set and Maintain Thresholds 

• Iterative 

• ALERTS, CALERTS, etc. 

• Evaluate breaches and modify thresholds accordingly 

(THRESH, CTHRESH, etc.) 

• PLOT command against the variable (e.g. JOBCPU%) 

• Continuous and iterative process 

• Review Logs and SMF data 

• SMF 110.2 – CICS statistics records (DFHSTUP) 

• Contains historical information such as DSA Free percentages, 

transaction rates, MAXTASK reach count, SOS counts, etc. 
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Run with a big terminal 

• Why a big terminal? 

• More real-estate 

• More data 

• Allows for better visual correlation of information 

• Biggest your physical monitor will accommodate (21” 

widescreen should easily accommodate 56x160 or more) 
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Run with a big terminal (cont.) 

• May need to experiment – especially with fonts and the 

number of ROWS 

• Dynamic LOGMODE 

• Allows application to determine rows and columns 

• Most terminal emulators (Pcomm, QWS3270, Extra!, etc.) 

support this. 

• D4C32XX0 is the default dynamic logmode.  Check 

‘SYS1.SAMPLIB(ISTINCLM)’ for the sample source for the 

ISTINCLM load module.  
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Run with a big terminal (cont.) 

• Related SYSVIEW commands 

• USERS (shows geometry and LOGMODE for each user) 

• SET SCREENSIZE ALTERNATE | PRIMARY | TOGGLE 

• Recommend assigning SET SCREENSIZE TOGGLE to a PF 

Key 

• Where to find more information: 

• Search SHARE archives – BIT Bucket session 

• Google LOGMODE(DYNAMIC) 
• http://www-03.ibm.com/support/techdocs/atsmastr.nsf/WebIndex/TD102151 

• z/OS 1.12 Communications Server SNA Resource Definition Reference  
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Dashboards 

• Can combine multiple SYSVIEW commands into user 

defined windows and panes 

• Allows for quick visual correlation of data 

• Can choose whatever subset of columns desired 

• Very easy and quick to accomplish – samples available 

 

• Following USS dashboard example created in about a day 

(and it was my first time): 
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Summary 

• CA SYSVIEW  

• Provides comprehensive monitoring and alerting capabilities 
on mainframe systems. 

• Provides multiple optional interface choices. 

• Exploits zIIP specialty engines to minimize cost. 

• Release 13.5 streamlines the installation experience and 
embraces Next Generation Mainframe Management 

• Now seamlessly integrates with CA Insight for DB2 to provide 
DB2 data within the same interface 

• Exposes the deep mainframe visibility to the enterprise 
through its integration with CA Cross-Enterprise Application 
Performance Management 



THANK YOU! 

• Please fill out your session evaluation! 
• Session number is 11544 

• Your vote counts! 

 

• http://support.ca.com 

• Gregory.Shriver@ca.com 
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legal notice 

© Copyright CA 2012.  All rights reserved. All trademarks, trade names, service marks and logos referenced herein 

belong to their respective companies. No unauthorized use, copying or distribution permitted.  

THIS PRESENTATION IS FOR YOUR INFORMATIONAL PURPOSES ONLY. CA assumes no responsibility for the 

accuracy or completeness of the information. TO THE EXTENT PERMITTED BY APPLICABLE LAW, CA PROVIDES 

THIS DOCUMENT “AS IS” WITHOUT WARRANTY OF ANY KIND, INCLUDING, WITHOUT LIMITATION, ANY IMPLIED 

WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, OR NONINFRINGEMENT.  In no 

event will CA be liable for any loss or damage, direct or indirect, in connection with this presentation, including, without 

limitation, lost profits, lost investment, business interruption, goodwill, or lost data, even if CA is expressly advised of the 

possibility of such damages. 

Certain information in this presentation may outline CA’s general product direction.  This presentation shall not serve to 

(i) affect the rights and/or obligations of CA or its licensees under any existing or future written license agreement or 

services agreement relating to any CA software product; or (ii) amend any product documentation or specifications for 

any CA software product. The development, release and timing of any features or functionality described in this 

presentation remain at CA’s sole discretion.  

Notwithstanding anything in this presentation to the contrary, upon the general availability of any future CA product 

release referenced in this presentation, CA may make such release available (i) for sale to new licensees of such 

product; and (ii) in the form of a regularly scheduled major product release. Such releases may be made available to 

current licensees of such product who are current subscribers to CA maintenance and support on a when and if-

available basis. 

 

 


